**Cyber Security Advisories**

**Date: 17 July 2024**

**Name of Control Centre:**

| **S No** | **Vulnerability Note No** | **Applicable to Organisation** | **If Yes: Action Taken:** | **Remarks** |
| --- | --- | --- | --- | --- |
| **(Yes/No)** | **Yes / No/ Deferred** |
|  | Adv/2024/Jun/040 GH0ST RAT Malware |  |  |  |
|  | Adv/2024/Jun/041 Emotet Malware |  |  |  |
|  | Adv/2024/Jun/042 Qbot Malware |  |  |  |
|  | Adv/2024/Jun/043 QuasarRAT Malware |  |  |  |
|  | Adv/2024/Jun/044 Racoon Malware |  |  |  |
|  | Adv/2024/Jun/045 Weekly Mirai Activity Report |  |  |  |
|  | Adv/2024/Jul/001 Malicious IOCs Targeting Critical Sectors |  |  |  |
|  | Adv/2024/Jul/002 PlugX RAT Malware |  |  |  |
|  | Adv/2024/Jul/003 Phishing Attack |  |  |  |
|  | Adv/2024/Jul/004 Transparent Tribe AKA APT36 |  |  |  |
|  | Adv/2024/Jul/009 LOCKBIT Ransomware |  |  |  |
|  | Adv/2024/Jul/010 Critical Vulnerabilities in Multiple Products |  |  |  |
|  | Adv/2024/Jul/011 ACTIVE EXPLOITATION OF CRITICAL VULNERABILITY (CVE-2024-28995) |  |  |  |
|  | Adv/2024/Jul/005 Amadey Malware |  |  |  |
|  | Adv/2024/Jul/006 Trickbot malware |  |  |  |
|  | Adv/2024/Jul/007 Ursnif malware |  |  |  |
|  | Adv/2024/Jul/008 SparkRAT  Malware |  |  |  |
|  | Adv/2024/Jul/012 Pantegana Malware |  |  |  |
|  | Adv/2024/Jul/013 SocGholish Malware |  |  |  |
|  | Adv/2024/Jul/014 RedLine Malware |  |  |  |
|  | Adv/2024/Jul/015 Phishing Attack |  |  |  |
|  | Adv/2024/Jul/016 Malicious IP in Indian Cyberspace |  |  |  |
|  | Adv/2024/Jul/017 Fickle Stealer |  |  |  |
|  | Adv/2024/Jul/018 Critical Vulnerabilities in Multiple Products |  |  |  |
|  | Adv/2024/Jul/022 Weekly Mirai Activity Report |  |  |  |
|  | Adv/2024/Jul/019 Phishing Attack |  |  |  |
|  | Adv/2024/Jul/020 Malicious IOCs Targeting Critical Sectors |  |  |  |
|  | Adv/2024/Jul/021 CobaltStrike Malware |  |  |  |
|  | Adv/2024/Jul/022 Weekly Mirai Activity Report |  |  |  |
|  | Adv/2024/Jul/024 Critical Vulnerabilities in Multiple Products |  |  |  |
|  | Adv/2024/Jul/025 Malicious IPs |  |  |  |
|  | Adv/2024/Jul/026 Atomic Stealer |  |  |  |
|  | Adv/2024/Jul/027 Phishing Attack |  |  |  |
|  | Adv/2024/Jul/029 QuasarRAT Malware |  |  |  |
|  | Adv/2024/Jul/030 Racoon Malware |  |  |  |
|  | Adv/2024/Jul/031 RedLine Malware |  |  |  |
|  | Adv/2024/Jul/033 SocGholish Malware |  |  |  |
|  | Adv/2024/Jul/034 Ursnif Malware |  |  |  |
|  | Adv/2024/Jul/035 Qbot Malware |  |  |  |
|  | Adv/2024/Jul/036 Amadey Malware |  |  |  |
|  | Adv/2024/Jul/037 Redfoxtrot & SugarGh0st RAT |  |  |  |