**Cyber Security Advisories**

**Date: 31 July 2024**

**Name of Control Centre:**

| **S No** | **Vulnerability Note No** | **Applicable to Organisation** | **If Yes: Action Taken:** | **Remarks** |
| --- | --- | --- | --- | --- |
| **(Yes/No)** | **Yes / No/ Deferred** |
|  | Adv/2024/Jul/038 CRITICAL VULNERABILITIES IN OPENSSH |  |  |  |
|  | Adv/2024/Jul/039 APT40 |  |  |  |
|  | Adv/2024/Jul/040 Active Exploitation of Critical Vulnerability (CVE-2024-4577) |  |  |  |
|  | Adv/2024/Jul/042 Malicious IOCs Targeting Critical Sectors |  |  |  |
|  | Adv/2024/Jul/043 Microsoft Windows Error “Blue Screen of Death (BSOD)” |  |  |  |
|  | Adv/2024/Jul/044 CoralRaider |  |  |  |
|  | Adv/2024/Jul/045 JRat Malware |  |  |  |
|  | Adv/2024/Jul/046 Malicious IOCs Targeting Critical Sectors |  |  |  |
|  | Adv/2024/Jul/047 Racoon Malware |  |  |  |
|  | Adv/2024/Jul/048 Malicious IOCs |  |  |  |
|  | Adv/2024/Jul/049 Trickbot malware |  |  |  |
|  | Adv/2024/Jul/050 Weekly Mirai Activity Report |  |  |  |