**Cyber Security Advisories**

**Date: 16 August 2024**

**Name of Control Centre:**

| **S No** | **Vulnerability Note No** | **Applicable to Organisation** | **If Yes: Action Taken:** | **Remarks** |
| --- | --- | --- | --- | --- |
| **(Yes/No)** | **Yes / No/ Deferred** |
|  | CMTX-P072024138 HorrorDead Ransomware |  |  |  |
|  | CMTX-P072024148 Specula C2 Framework |  |  |  |
|  | APT28 Threat Actor APT28 Threat Actor |  |  |  |
|  | MYTHIC Malware Campaign MYTHIC Malware Campaign |  |  |  |
|  | CMTX-I-404082024 Malicious Domains used by Threat Actors |  |  |  |
|  | CMTX-P-6850820249 VenomRAT Malware Campaign |  |  |  |
|  | APT15 Threat Actor APT15 Threat Actor |  |  |  |
|  | CMTX-P082024906 Lynx Ransomware |  |  |  |
|  | CMTX-I-500082024 Android RAT Latest C&C IP |  |  |  |
|  | CMTX-I-707082024 SideCopy Malware C&C Domain |  |  |  |
|  | CMTX-I-808082024 Linux Malware- C&C Domain and IP |  |  |  |
|  | CMTX-I-080082024 Spear-Phishing/Typo-Squatting Domains |  |  |  |
|  | CMTX-P-0820240205 TAG-100 CHINESE THREAT ACTOR GROUP |  |  |  |
|  | CMTX-I-443082024 Linux Malware C&C Domain |  |  |  |
|  | CMTX-I-021082024 Mythic Malware C&C IP |  |  |  |
|  | CMTX-P-0820240304 Mirai Malware |  |  |  |
|  | CMTX-P-0820240404 Critical Alert: APT41 Threat Actor Campaign |  |  |  |
|  | CMTX-P082024028 Critical Alert: AzzaSec Ransomware |  |  |  |
|  | CMTX-P082024035 Info Stealer |  |  |  |
|  | CMTX-P082024916 CMoon Worm Malware |  |  |  |
|  | CMTX-P082024926 IOCs related to different RAT families |  |  |  |
|  | CMTX-P082024018 REDLINESTEALER Malware Campaign |  |  |  |
|  | CMTX-I-025082024 Mythic Malware- APT36 campaign |  |  |  |
|  | CMTX-I-50082024 Malicious Domains used by Threat Actors |  |  |  |
|  | CMTX-I-389082024 Malicious Domains used by Threat Actors |  |  |  |
|  | CMTX-P082024045 DeathGrip Ransomware |  |  |  |
|  | CMTX-P082024064 Arc Silt Malware |  |  |  |
|  | CMTX-P082024936 QuasarRAT Malware |  |  |  |
|  | CMTX-P082024946 Mimic Ransomware |  |  |  |
|  | CMTX-P082024038 Cronus Ransomware |  |  |  |
|  | CMTX-I-993082024 Malicious Domains used by Threat Actors |  |  |  |
|  | CMTX-P-082024065 SHADOWPAD (POISONPLUG) Malware Campaign |  |  |  |
|  | CMTX-P-082024055 PlugX Malware Campaign |  |  |  |
|  | CMTX-P082024064 GobRAT Malware |  |  |  |
|  | CMTX-P082024058 Blacksuit Ransomware |  |  |  |
|  | CMTX-P-082024085 Dark Crystal RAT (DC RAT) |  |  |  |
|  | CMTX-P-082024075 AsyncRAT |  |  |  |
|  | CMTX-P082024064 Quad7 Botnet |  |  |  |
|  | CMTX-P082024078 SolarMarker RAT Malware Campaign |  |  |  |
|  | CMTX-P082024088 Spark RAT Malware Campaign |  |  |  |