**Cyber Security Advisories**

**Date: 30 Apr 2024**

**Name of Control Centre:**

| **S No** | **Vulnerability Note No** | **Applicable to Organisation** | **If Yes: Action Taken:** | **Remarks** |
| --- | --- | --- | --- | --- |
| **(Yes/No)** | **Yes / No/ Deferred** |
|  | CMTX-I-405042024 APT36 campaign |  |  |  |
|  | CMTX-P042024225 Akira Ransomware |  |  |  |
|  | CMTX-I-162042024 CrimsonRAT - APT36 campaign |  |  |  |
|  | CMTX-P042024225 Wide Exploitation of CrushFTP Virtual Filesystem Escape Vulnerability |  |  |  |
|  | CMTX-P0420247794 GooseEgg Malware |  |  |  |
|  | CMTX-P0420247694 ToddyCat APT Activity |  |  |  |
|  | CMTX-P0420240554 Qilin Ransomware |  |  |  |
|  | CMTX-I-712042024 SideCopy Malware C&C IP |  |  |  |
|  | CMTX-P042024265 Critical Vulnerability (CVE-2024-3902) in Citrix uberAgent |  |  |  |
|  | CMTX-P042024255 Critical Vulnerability (CVE-2024-27956) Affecting WP?Automatic plugin for WordPress |  |  |  |
|  | CMTX-P042024048 Sharp Stealer |  |  |  |