**Cyber Security Advisories**

**Date: 28 June 2024**

**Name of Control Centre:**

| **S No** | **Vulnerability Note No** | **Applicable to Organisation** | **If Yes: Action Taken:** | **Remarks** |
| --- | --- | --- | --- | --- |
| **(Yes/No)** | **Yes / No/ Deferred** |
|  | Adv/2024/Jun/024 Underground Team Ransomware |  |  |  |
|  | Adv/2024/Jun/025 Malicious IOCs Targeting Critical Sectors |  |  |  |
|  | Adv/2024/Jun/026 Phishing Attack |  |  |  |
|  | Adv/2024/Jun/027 ShrinkLocker Ransomware |  |  |  |
|  | Adv/2024/Jun/028 Asylum Ambuscade Group |  |  |  |
|  | Adv/2024/Jun/029 Threat Actor Velvet ant |  |  |  |
|  | Adv/2024/Jun/030 Critical Vulnerability in Microsoft Outlook |  |  |  |
|  | Adv/2024/Jun/031 QuasarRAT Malware |  |  |  |
|  | Adv/2024/Jun/032 RedLine Stealer |  |  |  |
|  | Adv/2024/Jun/033 Racoon Malware |  |  |  |
|  | Adv/2024/Jun/036 Lucky Ransomware Targeting Critical Sectors |  |  |  |
|  | Adv/2024/Jun/037 Malicious IOCs Targeting Critical Sectors |  |  |  |
|  | Adv/2024/Jun/038 FIN7 Cybercrime Group Deploys New CL0P Ransomware Variants |  |  |  |
|  | Adv/2024/Jun/039 Phishing Attack |  |  |  |